
Computer Science 9th Class English Medium Chapter 11 Online Test

Sr Questions Answers Choice

1 What should you check to snsure hardware and software compatibility.

A. The coloud of the hardware
B. The system requirements on
software packages and match them
with your computr's specificaions
C. The price of the hardwae
D. The brandd of the hardware

2 What doe respobsible compuer usage include.

A. Being cautious abut what you
share online and protecting youself
and others
B. Sharing your passowrds with
friends
C. Choosing the ost expensive
hardware
D. Ignoring software updates

3 Why is it imporatna to use computers safely and responsbily.

A. To makethe computer run faster
B. To avoid paying for software
C. To protect our personla infomation
and make wise choices about
hardware and software
D. To ensure we can use thaem
more frequently

4 What is significant benefit of blockchain technology.
A. Secure transactions
B. Cantralized control
C. Slow processing
D. Mannual verification

5 What does 1OT stand for?
A. Internet to things
B. Internal operating technology
C. Input-output transfer
D. Integreated optical technology

6 Which innovation enables virtual meetings.
A. Text editors
B. Presentation tools
C. Spreadsheet
D. Video conferencing

7 Which technology is fundamental for AI development.
A. Graphic Design
B. Word processing
C. Machine Learning
D. Spread sheets

8 Which practice helps protect electronic devices.
A. Installing updates
B. Disabling firewwalls
C. Using outdated software
D. Ignoring antivirus software

9 What should be avoided when handling emails.

A. Opening attachements from
unknown sources
B. Using subject lines
C. Organizing inbox
D. using rpectful langauge

10 What is a safe practice for using social media.
A. Accept all friend requests
B. Share location always
C. Post sensitive data
D. Adjust privacy settings

11 How should personal imforation be managed online.
A. Share freely
B. Post publicily
C. Use weak passwords
D. Keep Private

12 What enhances oline security.

A. Two Factor authentication
B. Simple passwords
C. Sharing passwords
D. Ignoring updates


